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Ethos 
The school strives to achieve the highest level of academic, social and spiritual development in a safe, caring and inclusive environment. We encourage respect and tolerance for each other, supported by our Christian values.
1. Internet Access

Internet use is a part of the statutory curriculum and a necessary tool for staff and pupils. Also it is an essential element in 21st century life for education, business and social interaction. Therefore the school has a duty to provide students with quality Internet access as part of their learning experience.
· The purpose of internet access in school is to raise educational standards, to support the professional work of staff and to enhance the school’s management information and business administration systems.

· Access to the Internet is a necessary tool for staff and pupils. It is an entitlement for pupils who show a responsible approach.
2. How is the Internet Accessed?

Teachers have access to the internet via their staff laptops which are also sometimes used with interactive whiteboards in the classroom. Reception staff use iPads for accessing Tapestry which is used to document children’s progress. Year 1 – 6 teachers also use iPads for accessing Seesaw which is used to evidence children’s work.   Children have access to the internet via iPads, learn pads and laptops.

3. Benefits of using the Internet

· Access to world-wide educational resources including museums and art galleries;

· Inclusion in government initiatives;

· Information and cultural exchanges between students world-wide;
· Cultural, vocational, social and leisure use in libraries, clubs and at home;

· Discussion with experts in many fields for pupils and staff;

· Staff professional development – access to educational materials and good curriculum practice;

· Communication with the advisory and support services, professional associations and colleagues;

· Improved access to technical support including remote management of networks via Focus;

· Exchange of curriculum and administration data with the GCC and DfE.

· A number of studies and government projects have indicated the benefits to be gained through the appropriate use of the Internet in education. These benefits include

 Accessing a wide range of educational resources including interactive games to support all areas of the curriculum;

 Accessing news and current events;

 Discussion with experts in many fields for pupils and staff;

 Staff professional development - access to educational materials, resources and good curriculum practice;

 Communication with the advisory and support services, professional associations and colleagues;

 Exchange of curriculum and administration data with the LA (Local Authority) and DCSF (Department for Children, Schools and Families Services).

4. Effective Learning through the Internet

· Internet access will be purchased from a supplier that provides a service designed for pupils. This will include filtering appropriate to the age of pupils;

· Internet access will be planned to enrich and extend learning activities. Access levels will be reviewed to reflect the curriculum requirements.

· Pupils will be given clear objectives for Internet use;

· Staff will select sites which will support the learning outcomes planned for pupils’ age and maturity;

· Safe search sites will be used at all times;

· Approved sites will be bookmarked, listed or copied to the school intranet;

· Pupils will be educated in taking responsibility for internet access.

5. Teaching the Internet Content

· Pupils will be taught ways to validate information before accepting that it is necessarily accurate;

· Pupils will be taught to acknowledge the source of information, when using Internet material for their own uses;

· Pupils will be made aware that the writer of an email or the author of a Web page might not be the person claimed;

· Pupils will be encouraged to tell a teacher immediately if they encounter any material that makes them feel uncomfortable or that they feel is inappropriate.
6. E-mail Management

· Pupils need to use email as part of the National Curriculum 2014;
· E-mail must only be used in school for educational purposes;

· Pupils will not be allowed to access personal e-mail from the school system;

· Pupils may send e-mail as part of planned lessons but will not be given individual e-mail accounts.

7. Web site Management

· The Head teacher will delegate editorial responsibility to a member of staff to ensure that content is accurate and quality of provision is maintained;

· The web site will comply with the school’s guidelines for publications
· All material must be the author’s own work, or where permission to reproduce has been obtained, clearly marked with the copyright owner’s name;

· The point of contact on the Web site will be the school address and telephone number. Home information or individual e-mail identities will not be published;

· Photographs will not identify individual pupils. Group shots or pictures taken over the shoulder will be used in preference to individual “passport” style photographs;

· Written permission from parents will be sought before photographs of pupils are published on the Web site.

8. Other Internet Applications

· Pupils will not be allowed to access public chat rooms;

· New facilities will be thoroughly assessed by the staff and the Computing subject leader in conjunction with County policy for safe use before pupils are given access.
9. Internet Access Authorisation

· Internet access is a necessary part of the statutory curriculum. It is an entitlement for pupils based on responsible use;

· At Key Stage 1, the majority of the access to the Internet will be by teacher or adult demonstration. However there may be situations when children have supervised access to specific approved on-line materials;

· At Key Stage 2, internet access will be granted to a whole class as part of the scheme of work, after a suitable education in responsible Internet use;
· Parents will be informed that pupils will be provided with supervised Internet access;

· Parents will be asked to sign and return a permission form.
10. Risk Assessment

· In common with other media such as magazines, books and video, some material available via the Internet is unsuitable for pupils. The school will supervise pupils and take all reasonable precautions to ensure that users access only appropriate material. However due to the international scale and nature of information available via the Internet, it is not possible to guarantee that unsuitable material will never appear on a terminal. Neither the school nor GCC can accept liability for the material accessed, or any consequences thereof;
· The use of computer systems without permission or for purposes not agreed by the school could constitute a criminal offence under the Computer Misuse Act 1990;

· Methods to identify, access and minimise risks will be reviewed;

· Staff, parents, governors and advisors will work to establish agreement that every reasonable measure is being taken;

· The Headteacher will ensure that the policy is implemented effectively.

11. Safe Internet Access

· Blocking and filtering will be performed by the Internet Service Provider, Focus and by the LA.

· Pupils will be informed that Internet use will be supervised and monitored;

· The school will work in partnership with parents, the LA, DfE and the ISP to ensure systems to protect pupils are reviewed and improved;
· The Computing Subject Leader will ensure that occasional checks are made to ensure that the filtering methods selected are effective in practice;

· If staff or pupils discover unsuitable site, the URL (address) and content will be reported to the ISP via the subject leader;

· Any material that the school suspects is illegal will be referred to the Internet Watch Foundation.

12. Security of School ICT Systems

· Security strategies will be discussed with the LA;

· The Computing subject leader will ensure that the system has the capacity to take increased traffic caused by Internet use;

· The security of the whole curriculum system will be reviewed with regard to threats to security from Internet access;

· Personal data sent over the Internet will be encrypted or otherwise secured;

· Virus protection will be installed and updated regularly and overseen by Focus. 
· Use of CD Roms and memory sticks for data is not permitted.
· Egress to be used when sending personal data. 

12. Complaints Procedure

· Responsibility for handling incidents will be given to senior members of staff;

· Parents and pupils will need to work in partnership with staff to resolve issues;

· As with drugs issues, there may be occasion when the police must be contacted. Early contact will be made to establish the legal position and discuss strategies;
· Sanctions available include interview with senior member of staff and, if appropriate, informing parent or carers;

· A pupil may have Internet or computer access denied for a period of time depending on the nature of the incident.
13. Consultation Process

· Rules for Internet access will be posted near computer systems. The Acceptable Use Statement or Rules for Responsible Internet Use could be printed as posters;

· All staff including teachers, supply staff, classroom assistants, will be provided with the Internet Access Policy and its importance explained;

· Parents’ attention will be drawn to the Policy in newsletters and on the school Web site.
14. Parental Support

· A careful balance between informing and alarming parents will be maintained;

· Joint home/school guidelines on issues such as safe Internet use will be established;

· Useful internet sites are: www.becta.org and www.actionforchildren.org.

Relationship to other policies

All curriculum areas should refer to this policy

Discipline policy

Child Safeguarding policy

Anti-Bullying policy

E-Safety policy

15. Equality / Inclusion –

The school recognises that it has to make special efforts to ensure that all groups prosper regardless of their sex or gender, age, sexual orientation, marital or parental status or other family circumstance, race, ethnic or national origin, colour, creed, disability, it includes those with special educational needs; those who have difficulties accessing the school or services; those who speak English as an additional language; those who have frequent moves and lack stability leading to time out of school (e.g. children in care);those who as children are caring for others; who come from homes with low income and/or inadequate home study space; those who experience bullying, harassment or social exclusion; those with low parental support or different parent expectations; those with emotional, mental and physical well being needs; those who exhibit challenging behaviour and those who come from ethnic minority groups including travellers, refugees and asylum seekers.
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Rules for Responsible Internet Use

The School has installed computers and Internet access to help our learning.
These rules will help keep everyone safe and help us be fair to others.

· I will ask permission from a member of staff before using the Internet

· I will not access other people’s files

· I will not bring CD-Roms or memory sticks into school unless I have permission

· The messages and comments that I write or send will be polite and sensible

· I will never give my home address or phone number, or arrange to meet someone from Internet contact
· To help protect other pupils and myself, I will tell a teacher if I see anything I am unhappy with or I receive messages I do not like
· I understand that the School may check my computer files and may monitor Internet sites I visit

· I will not upload anything without my teacher’s approval
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